
Cybersecurity Manager

Location: Remote or on-site (Europe)

About Ciloo
Ciloo is on a mission to disrupt how global enterprises manage internal eCommerce.
Emphasizing sustainability, we help our customers cut transportation by up to 90% and
production volumes by 50% for the products we offer. The platform combines
environmentally-friendly practices with seamless integration into existing systems, making it the
go-to choice for modern, globally-minded companies. We help our customers transition into a
more user friendly and sustainable solution by offering a global one-stop eCommerce platform
for all products used in marketing, sales, employer branding, corporate branding and much
more. The platform boasts local, on-demand production in over 30 countries, significantly
reducing shipping distances and volumes.

We have grown fast in the last 15 months and it is time to scale up the team.

Job Brief:
We are seeking a cybersecurity manager to assist us in developing security procedures,
documentation, and protocols. You will be required to search, configure and implement security
tools which will protect our remote workforce. You will be tasked to keep our staff up-to date
with training to increase our awareness of attack vectors, such as social engineering and
phishing. You will also need to respond to client questionnaires in regards to security questions
and security architecture.

Responsibilities:
● Participate in the development and implementation of incident response and disaster

recovery plans.
● Review current procedures and workflows and implement secure alternatives where

needed.
● Monitor and analyze security alerts, incidents, and logs to identify and respond to

potential security threats.
● Stay up-to-date with industry trends, emerging threats, and best practices in

cybersecurity.
● Provide security awareness training to employees and promote a security-conscious

culture.

Requirements
● Bachelor's degree in Computer Science, Information Technology, or related field.
● Proven experience as a Cybersecurity Manager or in a similar role.
● In-depth knowledge of cybersecurity principles, practices, and technologies.
● Familiarity with regulatory compliance standards (e.g., GDPR, HIPAA).
● Strong understanding of networking protocols and security architecture.



● Excellent problem-solving and communication skills.
● Ability to work collaboratively in a team environment.

Team
We are a small team of 15 people, and the team members are distributed across countries,
including the Netherlands, the UK, Norway, Macedonia, Pakistan, Mexico, and Malta. We have an
office in Rotterdam, Netherlands, but people can work fully remotely. Some work from home,
some choose to work from a co-working place in their country, and some travel and work across
the world.

If you are interested or if you have questions, please contact Thomas Sultana, Chief Technology
Officer at Ciloo, thomas@ciloo.com


